Как не попасть в ловушку террористов.

Современный экстремизм и терроризм видоизменился и распространение его влияния расширилось с глобальным и повсеместным применением интернета и мобильных телефонов.

Террористы используют Интернет-ресурсы для сбора средств, вербовки сторонников, обмена информацией и координации деятельности.

Несмотря на то, что Колпашевский район и находится далеко от областного центра, за рекой, это не является препятствием для вербовки граждан и совершения противозаконных действий самими гражданами.

**Как от этого защитить, прежде всего, детей?**

как можно меньше выкладывать в сеть личную информацию, наблюдать за ребенком, просматривать посещаемые им сайты, знать с кем он общается.

Признаки вербовки молодежи, на которые близким людям необходимо обращать внимание и вовремя выявлять их:

* Необъяснимые изменения в настроении, поведении или внешнем виде;
* Утаивание информации личного характера, недоверчивость;
* Нежелание идти на контакт, смотреть в глаза собеседнику, необщительность, уход в себя;
* Безразличие к окружающему, к родным и близким;
* Отсутствие увлечений, хобби. Потеря интереса к чему-то, что раньше имело большое значение;
* Появляющиеся вопросы о смене религии.

В случае, каких либо подозрений, требуется выяснить источник, посоветоваться с психологами, с друзьями, а возможно и принять ограничительные меры, вплоть до запрета пользованием интернетом и прекращения общения с подозрительными людьми.

Советы по безопасности:

* Основным аспектом безопасности является постоянный контроль детей родителями;
* Компьютер с подключением к сети Интернет должен находиться в общей комнате;
* Не забывайте беседовать с детьми об их друзьях в Интернет, о том, чем они заняты таким образом, будто речь идет о друзьях в реальной жизни. Спрашивайте о людях, с которыми дети общаются посредством служб мгновенного обмена сообщениями, чтобы убедиться, что эти люди им знакомы;
* Настаивайте на том, чтобы дети никогда не встречались лично с людьми, с которыми они познакомились в сети Интернет;
* Приучите детей никогда не выдавать личную информацию средствами электронной почты, чатов, систем мгновенного обмена сообщениями, регистрационных форм, личных профилей и при регистрации на конкурсы в Интернет;
* Приучите вашего ребенка сообщать вам о любых угрозах или тревогах, связанных с Интернет. Оставайтесь спокойными и напомните детям, что они в безопасности, если сами рассказали вам о своих угрозах или тревогах. Похвалите их и посоветуйте подходить к вам в дальнейшем в подобных случаях;
* Приучите себя знакомиться с сайтами, которые посещают подростки;
* Объясните детям, что ни в коем случае нельзя использовать Сеть для хулиганства, распространения сплетен или угроз другим людям.